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SEC401: Security Essentials Bootcamp Style SEC401 SEC401 SEC401 SEC401
SEC501: Advanced Security Essentials - Enterprise Defender SEC501 SEC501
SEC504: Hacker Tools, Techniques, Exploits, and Incident Handling SEC504 SEC504 SEC504 SEC504 SEC504
SEC511: Continuous Monitoring and Security Operations SEC511 SEC511
SEC530: Defensible Security Architecture SEC530
SEC540: Secure DevOps and Cloud Application Security SEC540
SEC542: Web App Penetration Testing and Ethical Hacking SEC542 SEC542
SEC545: Cloud Security Architecture and Operations SEC545 SEC545
SEC555: SIEM with Tactical Analytics SEC555
SEC560: Network Penetration Testing and Ethical Hacking SEC560 SEC560
SEC599: Defeating Advanced Adversaries — Implementing Kill Chain Defenses SEC599
SEC642: Advanced Web App PenTesting, Ethical Hacking & Exploitation Techniques SEC642
SEC660: Advanced Penetration Testing, Exploit Writing, and Ethical Hacking SEC660
SEC760: Advanced Exploit Development for Penetration Testers SEC760
FOR500: Windows Forensic Analysis FOR500 FOR500
FOR508: Advanced Digital Forensics, Incident Response, and Threat Hunting FOR508 FOR508 FOR508
FOR572: Advanced Network Forensics: threat Hunting, Analysis, and Incident Response FOR572 FOR572

FOR578: Cyber Threat Intelligence

FORG610: Reverse-Engineering Malware: Malware Analysis Tools and Techniques FOR610
1CS410: ICS/SCADA Security Essentials ICS410

Defense NetWars
SANS NetWars Cyber Ranges Core NetWars NetWars (TBD)
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